
Adhering to the standards of          
privacy by design and by default
Work is performed in accordance with the
standards of privacy by design and by default.
When developing new techniques, the standards
of privacy by design and by default are followed
and the basic settings are privacy proof.

Data subjects are informed properly 
about how their data is being used
The data subjects (customers and employees)
are being informed about how their data is being
used, when their data is being collected / as soon
as after their data is received.

No further use of personal data          
for longer than necessary
Data retention periods are in place and suitable
for the processing of the data. Data retention
periods are strictly adhered to. 

Questions about this certificate? 
Visit our website at www.privacyverified.nl/en
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Enabling data subjects rights
The necessary measures have been taken to
enable data subjects to exercise their rights.

Data processing agreements                 
with third parties are in place
Third parties are only enabled to process personal
data on behalf of the organization based on a data
processing agreement.

Clear personal data processing 
purposes
The purposes for which personal data
are processed are clearly stated in advance.

Zivver
For the purposes of the services provided by Zivver a privacy audit was carried out

by Privacy Verified. Zivver declares that it safeguards the privacy of its customers by 
complying with the points below. Privacy Verified conducts a yearly reinspection in 

order to check whether Zivver continues to abide by these points.

A Data Protection Officer has been 
appointed
A Data Protection Officer is appointed to 
oversee whether the organization meets and 
continues to meet the various privacy 
requirements.




